BEWARE OF PHISHING

- Look out for malicious emails that may contain malware & keystroke loggers
- Check for any sign of phishing - unknown sender, grammar & spelling mistakes, suspicious links
- Don’t open attachments from these types of emails. If you accidentally clicked on anything, report immediately to your IT department.